Cyber Security Workshop Agenda
King County Critical Infrastructure WG Region 6
December 7, 2017 | 8:30am – 3:30pm
Doubletree Suites – Southcenter Seattle

8:30-9:00am  Registration and Networking
Continental Breakfast

9:00-9:30  Welcome and Introductions

Welcoming Remarks

- Walt Hubbard, Director, King County Office of Emergency Management

Update from Region 6 Critical Infrastructure Working Group

- Elizabeth Klute/Tommi Robison, Co-chair, Region 6 CI Working Group

Recommendations from Emerald Down V

- Eric Holdeman, Director, Center for Regional Disaster Resilience

Introduction of All Participants

Cyber Incident Reporting

9:30-10:30  Cyber Incident Reporting Methods – A Local Perspective
At what point should private sector and governments report a significant cyber incident impacting critical infrastructure? Who should receive the report and when and how should they report it? What is the expectation for feedback and support once a significant cyber incident has been reported? What coordination and relationship currently exists between the emergency management departments and information technology departments? What is the process for activating the EOC and how does it play a role in cyber events?

Moderator: Ralph Johnson, CISO, King County

Panelists:

- Rob Lang, Cyber Security Manager, Washington State Military Department
- Natalie Stice, Homeland Security Coordinator, Pierce County Emergency Management
- Allen Avery, Intelligence Analyst, Cyber and Critical Infrastructure, Washington State Fusion Center

10:30-10:45  Break

10:45-11:00  Update from the Washington State Fusion Center

- Allen Avery, Intelligence Analyst, Cyber and Critical Infrastructure, Washington State Fusion Center
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11:00-11:15 **Overview of Federal Reporting Portal and Response Protocol**
   - Ron Watters, Cyber Security Advisor, Region 10, Dept. of Homeland Security

11:15-12:15pm **Tabletop Discussion and Report-out**

12:15-1:15 **Lunch**

Keynote (30 min.)
   - Lieutenant Commander Eileen Beck, U.S. Coast Guard Thirteenth District

1:15-1:45 **Cyber Insurance**

Panelists:
   - Anne Shackleford, Vice President, Public Entity Specialty Group, Alliant Insurance Services, Inc.
   - Doug Selix, IT Security and Accessibility Officer, State of Washington Department of Enterprise Services

1:45-3:15 **Cyber Reserve Corps**

**Working Session on Washington State Cyber Reserve Corps Concept, Best Practices from Michigan, and Stakeholder Input**

Citizens corps are utilized for various jobs during disasters. This concept is now being explored for cyber security events. States and municipalities are developing volunteer citizens corps for resilience from cyber security events. This working session will work through such the concept for Washington State and how it would be implemented, with input from stakeholders and the State of Michigan. Stakeholders will discuss the potential for a working group and next steps to further a Cyber Reserve Corps in Washington.

Moderator: Jodie Ryan, Corporate Information Security, T-Mobile
   - Col. Kelly Hughes, Senior IT Security Advisor, Washington State Military Department
   - Ray Davidson, Office of the CSO, Michigan Cyber Civilian Corps (MiC3)

3:15pm **Wrap-up**
   - Eric Holdeman, Director, Center for Regional Disaster Resilience

3:30pm **Adjourn**