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CYBERSECURITY ADVISOR 

PROGRAM



CISA mission: Lead the collaborative national effort to strengthen the security and 
resilience of America’s critical infrastructure

In support of that mission: Cybersecurity Advisors (CSAs):

• Assess: Evaluate critical infrastructure cyber risk.

• Promote: Encourage best practices and risk mitigation strategies. 

• Build: Initiate, develop capacity, and support cyber communities-of-interest and 
working groups.

• Educate: Inform and raise awareness.

• Listen: Collect stakeholder requirements.

• Coordinate: Bring together incident support and lessons learned.

Cybersecurity Advisor Program



CSA Deployed Personnel

CSA’sOffice

Region X

Region III

Region IV

Region VII

Region VIII

Deron McElroy
Los Angeles, CA

Western U.S. Supervisory CSA

Rich Richard
New York, NY

George Reeves  
Houston, TX

Ron Watters
Seattle, WA

Sean McCloskey
Washington, D.C. Metro  

Eastern U.S. Supervisory CSA

Harley Rinerson
Denver, CO

Central U.S. Supervisory CSA

Tony Enriquez
Chicago, IL Ron Ford

Boston, MA

Franco Cappa  
Philadelphia, PA

Region VI – Houston District

JennineGilbeau
San Francisco, CA

Rick Gardner
Salt Lake City, UT

Region IX

Region V Region I

Region II

Region IV
Region VI

Geoffrey Jenista  
Kansas City, MO

Joseph Henry

St. Louis, MO

Ben Gilbert
Richmond, VA

Klint Walker
Atlanta, GA

Chad Adams
Dallas, TXMike Lettman

Phoenix, AZ

Giovanni Williams
Honolulu, HI

David Sonheim
Denver, CO



 National Cybersecurity and 
Communications Integration Center 
(NCCIC)

 US-CERT Operations Center

 Remote / On-Site Assistance

 Malware Analysis

 Incident Response Teams

 ICS-CERT Operations Center

 ICS-CERT Malware Lab

 Incident Response Teams

 Cyber Exercise Program

 Cyber Security Advisors

 Protective Security Advisors

 Preparedness Activities
 National Cyber Awareness System

 Vulnerability Notes Database

 Security Publications

 Technical Threat Indicators

 Cybersecurity Training

 Information Products and Recommended 
Practices

 Control Systems Evaluations
 Cyber Security Evaluation Tool

 ICS Design Architecture Reviews / Network 
Architecture Analysis

 Other Cyber Security Evaluations
 Cyber Resilience Review

 Cyber Infrastructure Survey Tool

 Cyber Hygiene service

 Risk and Vulnerability Assessment (aka 
“Pen” Test)

DHS Offers a Wide Range of Cyber Resources for Critical 
Infrastructure
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Incident Response and Information Sharing

ncciccustomerservice@hq.dhs.gov

General Inquiries

cyberadvisor@hq.dhs.gov

Contact Information
Ronald Watters

Cybersecurity Advisor 

Region X

Seattle, WA

Ronald.watters@hq.dhs.gov

(206)348-4071
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